Grace Presbytery Policy on Electronic Communication Policy

Adopted by Presbytery Council on July 21, 2011

Electronic communication resources (email, internet, etc.) are provided by Grace Presbytery to enable employees to communicate more efficiently and to enhance productivity.

Emails and other communications, internal and external, sent on the Presbytery’s computer system must be written in a professional manner. Confidential Information should be communicated with care, with the understanding that emails and other information sent online may be seen or used by unauthorized parties. All computer passwords must be available to Grace Presbytery management.
Employees should use electronic communications for business-related reasons only. Unauthorized personal use and any unauthorized access or misuse of the Presbytery’s computer system is prohibited and may result in disciplinary action or termination. No information that has not been authorized is to be downloaded to the to the presbytery’s computer system. Employees may not install any software onto the Presbytery’s computer system without prior approval from the General Presbyter.
All information composed or stored on Presbytery’s computer system or equipment is the property of the Grace Presbytery, and communications produced or transmitted will be monitored.
